
TÜRKİYE WEALTH FUND INC. 

INFORMATION SECURITY POLICY 

 

Türkiye Wealth Fund Inc., (Company) adopts protecting the confidentiality, integrity and 

accessibility of the data processed and stored, as one of its main objectives. In order to achieve this 

goal, we fully comply with the requirements arising from all relevant laws and contracts. 

With this aim, ISO 27001 Information Security Management System (ISMS) has been established, 

necessary resources have been provided and continuous development of human resources is 

encouraged. Information assets have been identified and necessary measures have been taken to 

protect these assets. While protecting assets by making technological investments, risks are 

identified and managed; business continuity plans are prepared and implemented. 

An Information Security Committee has been established and a responsible manager has been 

appointed for the execution of the ISMS. The Information Security Committee has defined specific 

roles and responsibilities for the ISMS manager, other managers, employees and third parties. It is 

the responsibility of all employees and third parties, especially our management, to protect 

information assets by complying with information security policies. 

Within the scope of our information security policies; policies on human resources security, access 

control, cryptography, physical and environmental security, operational security, communication 

security, system supply security, supplier relations security, information security breach incident 

management, business continuity management, portable media management, personal data 

protection, information security audits, corrective action and compliance have been determined 

and announced to the relevant parties. 

 


